
Cybersecurity nelle Infrastrutture critiche: 
tipologie di rischio e risposte di sistema

Salvatore Marcis
Technical Director – Italy

Roma – 20/01/2020



















FUTURE is Complex, Exposed, Misconfigurated but Defensible

IIoT/IoT

Includes smart homes 
& products and 

enterprise (ICS/SCADA)

Threat Landscape

Includes threats and 
vulnerabilities

Cloud/DevOps

Not only “Lift and 
Shift” but security by 

design

Security Response

Includes ML/AI, 
MDR/XDR, 

cybersecurity skills 
gap, law enforcement




